Express Innovation Agency Zrt. adatvédelmi incidens bejelentésére szolgáló űrlapja

|  |  |
| --- | --- |
| ***1. A bejelentő adatai*** | |
| A bejelentő neve / elnevezése: |  |
| A bejelentő cégjegyzékszáma: |  |
| A szervezet nyilvántartási száma: |  |
| A bejelentő lakóhelye / székhelye: |  |
| A bejelentő természetes személy elérhetőségei (telefon, e-mail): |  |
| A bejelentő adatvédelmi tisztviselőjének / kapcsolattartójának neve és a kapcsolattartó beosztása: |  |
| A bejelentő adatvédelmi tisztviselőjének / kapcsolattartójának levelezési címe: |  |
| A bejelentő adatvédelmi tisztviselőjének / kapcsolattartójának elérhetőségei (telefon, e-mail): |  |

|  |  |
| --- | --- |
| ***2. Az adatvédelmi incidens időpontjával kapcsolatos adatok*** | |
| Az adatvédelmi incidens időpontja: |  |
| Az adatvédelmi incidens továbbra is fennáll-e: | Igen / Nem |
| Az adatvédelmi incidensről való tudomásszerzés időpontja: |  |
| Az adatvédelmi incidens észlelésének módja: |  |
| Egyéb megjegyzések az adatvédelmi incidens időpontjára vonatkozóan: |  |

|  |  |  |
| --- | --- | --- |
| ***3. Az adatvédelmi incidens jellege, okai*** | | |
| Az adatvédelmi incidens jellege (több válasz is megjelölhető): |  | informatikai rendszer feltörése (hackelés) |
|  | személyes adatok jogosulatlan megismerése |
|  | személyes adatok jogellenes közzététele |
|  | egyéb: |
| Az adatvédelmi incidens egyéb jellegének leírása: |  | |
| Az adatvédelmi incidens okai (több válasz is megjelölhető): |  | külső, rosszhiszemű cselekmény |
|  | külső, rosszhiszeműnek nem minősülő cselekmény |
|  | egyéb: |
| Az adatvédelmi incidens egyéb okainak leírása: |  | |

|  |  |
| --- | --- |
| ***4. Az adatvédelmi incidenssel érintett személyes adatok*** | |
| Az adatvédelmi incidenssel érintett személyes adatok személyazonossághoz kapcsolódó adatok-e: | Igen / Nem |
| Az adatvédelmi incidenssel érintett személyes adatok kategóriái: |  |
| Az adatvédelmi incidenssel érintett személyes adatok becsült száma: |  |

|  |  |
| --- | --- |
| ***5. Az érintettek*** | |
| Az adatvédelmi incidenssel érintettek kategóriái: |  |
| Az adatvédelmi incidenssel érintettek becsült száma: |  |

|  |  |
| --- | --- |
| ***6. Az adatvédelmi incidens következményei*** | |
| *6.1. Bizalmas jelleg sérülése* | |
| Szélesebb körű hozzáférés, mint ami szükséges, vagy amihez az érintett hozzájárult: | Igen / Nem |
| Az adatvédelmi incidenssel érintett személyes adat összekapcsolhatóvá vált az érintett egyéb személyes adatával: | Igen / Nem |
| A személyes adat jogszerűtlen kezelése lehetségessé vált: | Igen / Nem |
| Egyéb: | Igen / Nem |

|  |  |  |
| --- | --- | --- |
| Az egyéb, személyes adat bizalmas jellegének sérülését érintő következmény leírása: |  | |
| *6.2. Integritás sérülése* | | |
| A személyes adat módosíthatóvá vált annak ellenére, hogy archivált adat volt: | Igen / Nem | |
| A személyes adatot feltehetően módosították és azt az adatkezelés céljától eltérő célokra használhatták fel: | Igen / Nem | |
| Egyéb: | Igen / Nem | |
| Az egyéb, személyes adat integritásának sérülését érintő következmény leírása: |  | |
| *6.3. Az adatvédelmi incidens következményei* | | |
| Az adatvédelmi incidens hatása az érintettekre: |  | |
| A valószínűsíthető következmények súlyossága: |  | elhanyagolható |
|  | korlátozott |
|  | jelentős |
|  | maximális |